


What Is Cyber Crime? 

When an offence is committed, in full or in part, via 
a computer, network or other computer enabled 
device.  
-Warwickshire Police 



Types of Cyber Crime 

…and this is just the tip of the iceberg 

Phishing Scams 
Viruses/Malware 
Fraud 
Identity Theft 
Dating Fraud 
Pension Fraud 
Hacking 
Courier Scam 
Fix Scam 

Revenge Porn 
Webcam Blackmail 

Sexting 
Bullying 

Online Hate Crime 
Stalking 

Grooming 
Online Radicalisation/Extremism 

Child Sexual Exploitation 
 



Phishing Scams 

 









Viruses 

 

 Malware can have harmful effects such as: 
 - displaying irritating messages 
 - stealing data 
 - giving hackers control over your computer 
 - certain malware can lock your computer 
until you pay a ‘ransom fee’ 

 



 



Viruses – Safety Tips 
 

 

 Removing viruses may require an IT Specialist 

 

 Download an up to date version of legitimate anti-virus 
software.  

 

 Being cautious when downloading any files 
online/opening links and attachments in emails. 

 

 

 
 



Social Media Safety 

Social media can be linked to a wide range of 
criminal offences: 

 

Phishing    Fraud 

Viruses    Burglary 

Identity Fraud   Stalking 



Social Media/App Safety 

 Keep yourself up to date on some the latest 
apps via Internet Matters 



Passwords 

Pitfall for a great amount of cyber security 
 
Most common passwords globally: 
1. 123456 
2. password 
3. 12345678 
4. qwerty 
5. 12345 
 
 
People also use names of pets, children, family, 
dates of birth – all of which can easily be found on 
social media 

If yours is one of 
these, please 

change it. 



Passwords- A digital key 

https://howsecureismypassword.net/ 

 

https://howsecureismypassword.net/
https://howsecureismypassword.net/


Reporting Cyber Crime 

 Contact                                      to report scams and fraud 
or  

 Warwickshire Trading Standards  

 

 Report directly to the websites where issues take 
place.  

 
 

 

 For cases where the victim has been threatened  
with physical harm, it is particularly important to 
report to the police.  

 



Top 10 Tips 

 Beware of links and attachments in emails.  

 

 Strong, unique passwords are key. 

 

 Always check for                            . 

 

 Background check.  

 

 Anti-virus protection. 

 



Top 10 Tips 

 Be safe on all devices. 

 

 Update, update, update. 
 

 Public Wi-Fi safety. 

 

 Be social media savvy. 

 

 Report it. 
 
 



 As with any crime, it is also important that 
victims are signposted to Victim Support 
for any psychological/emotional impact 
they may have experienced 

 

 



alexgloster@warwickshire.gov.uk 
samslemensek@warwickshire.gov.uk  

 
 

www.cybersafewarwickshire.com  
 
 

facebook.com/cybersafewarwickshire 
 
 

@CyberSafeWarks 
 
 

Cyber_Safe_Warks 

Any Questions? 
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